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NOVENBER 1982 Editorial

Some of the skill areas in the agency have
no obvious counterparts in the outside world,
For example, traffic analysis is not really
very similar to any organized skill group in
the business or academic world. (Ome of the
old timers used to claim that traffic analysia
wag, in fact, quite similar to archaeology--
both in techniques &nd age of material under
study.)

Other skill areas, such as language and
mathematics, do hasve obvious parallels in the
outside world. Over the years, people in
these fields have been at some pains to
explain that cryptologic linguistic work, for
example, was really not the same as other
"outside" linguistic work. . Their arguments
have been persistent "and persuasive.

86-36

So it is rather remarkable that one of -our
larger skill areas, computer science, seems
relatively silent on this point. At least, we’
do not hear the point made very often that'®
there is anything unique about a ‘“cryptologic
computer scientist."

Perhaps the computer science people in the
agency do not perceive themselves as diastinct
from their brethren in the outside world. Or
perhaps we have not been listening to the
right people.
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CENTRAL RESEARCH
AND THE PAPER BLOB (U)

by

ou've all seen it: the TV commercial
in which a giant wad of paper rolls
along the hallowed halls of a large

company, cornering buay executives
() in their offices, burying them and
their desks under mounds of seemingly impor-

tant documents. Although this is only an
advertigement, there are many at NSA who can
readily identify with the situation, perhaps

none more easily than those who grapple daily
with the procesaing of this paper blob in T5,
Information Rescurces Management.

MYTHS AND FUNCTIONS
-R9883> In particular, Central Research

{T5211) is responsible for maintaining and
consulting a plethora of information to ensure

that the proper people somehow receive the
correct information at the right moment and
within a ressonable period of time, Central

Regearch is tasked with using whatever sources
are available to respond to requests from any
person in any element in the Agency (and ascme-
times beyond) as quickly as posaible. T53211
receives approximately 50 to 75 queations per
day, handled by 11 full-time researchers.
Queries range from the apecific to the wultra-

vague, from the gublime to the ridiculous.
S0, when some refer to Central Research as
"the place where they find needles in hays-

tacks,'" they couldn't be more correct.

(U) The team of experienced reaearchera who
comprise Central Research (the old "¢-Ref")
are not, contrary to popular belief, "little
old ladies in tennis shoes.," Neither are
these researchers part of the T51 Main

Library, although physically located adjacent
to its special book collection to  share
resources.

(U) The T5211 branch, besides performing
research, also processes all-source (classi-
fied and unclassified, controlled and open-
source) information for inclusion in automated
and hardcopy information files. These 15
information especialiste include analysts,
technicians, and analytic aides., Most have

earned college degrees, some offer foreign-
language proficiencies or even translating
experience, others are data base experts, two
are graduates of the Information Science
Intern program, and many provide invalusable
knowledge acquired only through yeara of
experience.

THE OTHER GLUTY

(U) As the information explosion (or
"information glut," as some prefer to call it)
continues to grow, so does the rate at which
new tools are designed to manage this informa-
tion. It is the responsibility of Central
Research and 1its staff to keep pace with the
technology that sttempts to keep pace with the
information glut. This includes periodic
evaluation and reevaluation of hardcopy files
for possible transaformation or incorporation
into machine filea, acquiring the relative
skills necessary to effectively employ commer-

cial and traditional search toocls, and under-
taking the training needed to perform as
information professionals in e. rapidly-

changing environment,
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<€ Among the

tools employed by Central
Resegrchers in their quest for "the needle in
a haystack' are:

D the reference books of the Main Library's
specigl collection,

government manuals and working aids,

hardcopy files of worldwide diplomatic

information,

o OO

hardcopy collections of international
organization documentation {especially the
United Nations),

worldwide treaties and conferences files,

press clippings of current events,

Information
Department

the SOLIS (SIGINT On-Line
Systen) and  WEEDER (State
Cables) automated gystems,

O O O

G BRREd P.

K} The T5 Calendar of Worldwide Holidays and

Obgervances (prepared by T5211 and main-
tained on T5's UNIX-based[ | ays-~
tem),

liaison officera at other government

agencies and departments,

This variety of aources (a Paper Blob in
itgelf), when employed in the proper combina-
tion.by those familiar with the structure and
capabilities of each source, usually lead the
Central Researcher to that crucial bit of
information that can make or break the value
of an intelligence report.

MACHINE MANIA

(U) Among all the sources listed above, the
commercial data’ bases are probably the most
talked-about and the least known—-about of Cen-
tral Research's tools. While some mistakenly
think of them as "anawer-alls,'" they are not,.
Unmistakably valuable they are. Four of these
leased systems: Lockheed's DIALOG, System
Development Corporation's ORBIT, Bibliographic
Retrieval Service (BRS), and the New York
Times Information System (NYTIS) are accessed
on-line over non-secure telephone connections
via commercigl networks (TELENET, TYMNET, and

UNINET) through a Texas Instrument (T1) 1200
Faud terminal/printer.
(U) The DIALOG system alone, with its more

than 150 separate files covering almost any
subject imaginable, offera NSA access to more
than 750,000 sources (including books, maga-
zine articles, journals, conference papers,
and non-print material). Although these files
range in access fees from $10-5300 per
connect-hour depending on the file, they are
determined to be cost-efficient when compared
with the exorbitant costs involved in scan-
ning, processing, atoring, and consulting
information from those 750,000 sources.

(U) The BRS and ORBIT

systems complement

‘ the DIALOG system, offering some unique files,

some duplicates, aand some gap-filling date
ranges. These three sydtems provide the
searcher with bibliographic information and

usually an abstract (summary) of the entire
article or paper. {The full text of the arti-
cle or paper can then be. acquired by the

..client through the Main Library),

(U) NYTIS, with its eight aeparate data
bases/files, provides. mostly items of news
intereat, especially through- the Information
Banks I and II and the full-text New York
Times On-Line (NYTOL). Except for NYTOL, the
searcher retrieves bibliographic citations to
major sources... (The -eclient -can "théii access
the full text of the article with the aid of
the Main Library's personnel.) :

Nov 82 * CRYPTOLOG * Page 2
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THE NEXIS CONNECTION

(U) The fiifth of Central Research's commer-
cial information data bases is producad by
Mead Data Central of Ohio. Alao accessed via
a non-secure {but dedicated) telephone .eonnec-
tion, NEXIS provides access to the full text
of major foreign and domestic newspapers,
magazines, press wires, and newsletters. Ori-
ginally designed for buey executives, the sys-
tem offers logical source hierarchy and can be
called "user-friendly," judging by the tone of
its on-line tutorials, atep-by-step. - instruc-
tions, and brightly-colored keyboard. Beyond
its full-text capabilitiea, NEXI§ dlso offera
EWIC (keyword-in-context) scanning, segment

searches (including references to graphics),”

and bibliographic citations displayed on the
attached CRT (cathode ray tube) screaen  of
printed off at a 2400-baud rate, :

(U) The moat expenaive of the five systems,
NEXIS is worth ite weight in gold., As Mead
Data continues to add new sources to NEXIS
(including APOLIT, & new Associated Press Pol-
itical Service), and ewxpand cumulative ‘dgte
ranges (already ‘seven years of ¥ull text oa-
line for Aviation Week and BSpace Technology

and five years of the Washington Post), the
cost savings on subscriptions, time delays,
processing, scanning, storing, and_ ¥

searching are inestimable. - (FREN

() While Central Research and the informa-
tion world expand their horigons, new applica-
tions of today's technology are considéred and
evaluated. Although seemingly costly at the
ocutset, {contracts, studies, eguipment, train-
ing, etc.), the long-range benefits of these
new approaches to information management are
actually cost-efficient and long-term.  Many
of these innovations can be applied -directly
to the commercial data bases or other
automated information ayatems. Théy’ range
from simple peripherals like ‘CRT's, faster
printers, and improved telephone communica-
tions to more complicated concepts like datsa
downloading, ‘on-line data base minagement sys-
tems (DBMS), and universal query language
translators. (The typical Central Researcher
today is fluent in more than 10 eeparate query
languages!)

(U) Attaching a personal computer ‘to the
commercial data base terminals could become a
reality in the near future., Many pgovetnment
agencies and most research organizatione in
the private sector already etiploy sdeh tech-
nology. The implications of this advancement
are many. For example, the ability fd, trans-
late & multi-step logon/logoff procedure irto
a single keystroke on the attached 'personal

computer saves money and alleviates analyst
frustration with what can become an aggravat-
ing and time-consuming step. The ability to
store gqueries and profiles of major interest
to Agency elements and run them periodically
without the usual charges incurred would also
be well-worth the initial investment.

(U} Probably the single most important
feature involves data downloading, or writing
off search resulta onto an output medium of
the personal computer {most likely diskettes),
for storage, retrieval, and scanning later.
In Central Research this could be moat benefi-
cial, as the current practice has researchers
determining the usefulness of retrieved infor-
mation based on their own opossibly limited
knowledge of a particular subject. The future
sees a requestor scanning his or her own
gearch results to determine their worth or
relevance and to discover related topics.

AND THE BEAT GOES ON..,

(U) The list of applicable technology goes
on and on, It is impossible to keep pace with
all of the daily developments in this field,
and unrealistic to try to "catch up" with what
has already passed NSA by in the world of
information management. The much-needed trend
is to develop a staff of highly sekilled pro-
fessionala flexible enough to adjust to
today's changing technology, as they take
their place in a world increasingly dependent
on information.

(U) In tapping all the above-mentioned
resources {automated, hardcopy, and human) and
by applying new technology with flexibility,
Central Research can combat the Paper Blob—-
and win,

Nov .82 * CRYPTOLOG * Page 3
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HUMAN FACTORS

with
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fact that,
system into a set of totally manual
or only partially computerized pro-
cedures, we are redesigning a - large
of people's behavior. Work takes place

piece
within an existing social grouping with a com-
plex set of interactions, customs, and ways of

relating to other people and to the jobs at

hand. A whole new set of truly fascinating
questions is raised for study: questions we
need to know a lot more about, and which have

rarely, if ever, been clearly addressed in the
past. We need
procedures we propose to automate and really
look with open minds and eyes until we under-
stand what the people are doing, how they
coordinate and sequence their work, the way
they see themselves and their jobs, and where
the weak spots and strong spots are in their
present procedures. The potential system
users and their line managers must be involved
from start to finish, and must have a decisive
voice in degign of the new procedures and
workstations. When this approach is followed,
the new system becomes "my terminal," rather
than an unwelcome affliction imposed on me by
the "people upstairs."

For illustrative purposes, think about your
own work center in our Agency. Ask yourself
the following questions, as if you were a
vigsitor from Mars coming into the office to
study the way work is done:

to go into the offices whose

P.L. 86-36

@ Vhen you come in in the, . morning, how do
you know what needs to be done?

@ If more than one thing peeds to be done,
how do you decide (or remember) which to
do first? - .

@ What about when yod "oo_ne, back from lunch?

What about after a two-week vacation?

@ How does your boss (or how do you, if you
are the boss) assign work to those on the
team?

@ 1Is it easy or hard to communicate informa-
tion, advice, instructions? :

@ How do you go about getting information or
instructiona or tasking, and from whom?

Chances are that most of the answers to these
kinds of questions are focused around two
prominent classes of events: social (who talks
to whom) and physical (presence of logs or
papers or formats, location of materials in
cabinets or on tables, in racks or folders or
drawers or stacks, movement of materials from
one location to another in a prearranged
sequence). Without these procedures, there
would be chaos. One of the crucial questions
in office automation concerns our understand-
ing these organizing mechanisms as they

Nov 82 * CRYPTOLOG * Page &
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operate in a manual or partially computerized

office, and translating them sensitively and
intelligently into mnew but  functionally
equivalent forms in the totally automated
office,

I will use myself as an example to illua-
trate some of the above ideas. When I come to
my work area at the sgtart of the day, the
firat thing I do is to turn on my terminal.
Then I get a cup of coffee and remove the

black cloth Erom my desk, revealing a atack of
folders and machine printouts I was wotrking on
the day before, They look very messy, but in
fact I put them away pretty much in priority
order. I usually have about three completely
unceonnected projects going at once. I pick up
the uppermost batch of papers in the stack,
look at it, and recognize it by a familiar set
of sacribbles, smudgea, or dog—ears: "Oh, yes!
That's Project X; I want to work on that this

morning." I set it right beside my terminal.
The second and third batches are similarly
unpacked from the '"mess" and positioned at

alightly removed places on my terminal table:
Project Y, second priority, at the rear of my
table; Project Z, to bhe done if I have time
lefr over, on top of my terminal. I sit down,
log on, and look at my system mail if I have
any. Then T call up a file whose name I
remember because I assigned it mmemonically to

remind me that it pertaine to Project X. If I
haven't worked on X for a while, and can't
remember what 1 was doing, I may call up

"XLOG", which is a journal record of my work
on X for each previous day. (I keep a running
log of each major project, and its name is
always something starting with a mnemonic tag
I assign to all files for that project and
ending in '"log.") Looking at the last para-
graph I wrote into the file I am currently
writing for Project Y reminds me of what I
want to do next, and I begin keying away into
uny text editor window, calling up other files
on a split screen from time to time as needed.
SEEING WHAT I WROTE BEFORE, or SEEING A HARD
COPY REFERENCE ia what triggers my ideas in
continuing the project, and determines my next
step. In fact, I fear that I would be set
back severely if my current file or log were
clobbered by the system, or if my pile of
papers and folders got burned up in a fire
overnight! :

Here is another example, drawn from a study
1 am making of the Agency's Payroll procedures
in N4l. The two-week payroll cycle is divided
up into two different kinds of work: the first
week is 'Process Week," when time cards are
collected and processed, the payrolls are bal-
anced, and checks.are issued; the second isa
"Veriation Week,” when changes are entered
into the payroll records. During "Process
Week" all the action is focused on the Time
and Attendance Cards. They are gathered,

sorted, checked against the records in the the
CARILLON system, carefully scrutinized and
corrected, and filed away for future refer-
ence. Since the physical time card is a legal
record of employee attendance, this punched
card must remain at the heart of all pro-
cedures. Procedures in the Payroll office are
highly dependent on close teamwork, meticulous
attention to detail, and dedicated care.
Batching of the punched cards in separate
piles each to be processed in a specific way
is ¢ very important part of the procedure. A
large table at the front of the office eerves
as a work staging area, with cards and machine
listings laid out in an orderly arrangement.

During "Variation Week'" the - focus changes
to a set of documents which each payroll clerk
has collected in a folder. These are officisl
requests and notifications for changes to the
employee payroll records. The clerks examine
each of these documents, check the requested
change againat files of machine runs and pre-

vious time cards, and make changes using M204
update and retrieval asegments on CARILLON.
Some of the records, procedures, and determi-

nations they must make are of astonishing com—
plexity and require extensive research, dedi-
cated care, and meticulous documentation, In
summarizing my impression of the way the Pay-
roll office works, I would say that everything
depends on doeuments and cards being totally
accurate and complete, and being placed in the
right location (batch, folder, notebook, file
drawer} at the right time.

Let's look at a third example from a very
different kind of office: a transcription
shop. The tranacriber gets tapes to be warked
on from a cabinet or drawer where they have
been placed, in priority and target order, by
a technician or supervisor. He logs the tapes
in and out with his initialsa in a tape log
maintained on-line in his STEPSTQONE computer
system. Once he has a tape, he mounts it on
his recorder/reproducer, and works his way
through it with the aid of a machine printout
that lists the contents and may be annotated
by a prescanner to indicate which segments
should be transcribed and how detailed the
transcript should be. His record of what he
is doing consists of the tape reels he has
mounted or stored in his desk, with the data
about them on the jackets and accompanying
printouts, notes he makes on the printouts,

and the transcripts he has entered intc STEP-
STONE. If he stops work in the wmiddle of a
tape track, he may dismount the tape just as

it i3, half on one reel and half on the other,
and store the reels in his desk with their
rime interlocked; then he can mount them again
right where he left off. The supervisor can
find out who ia doing what by looking at the
on-line tape log. Ag tapes are completed,
they are logged out and placed in a specific

Nov B2 * CRYPTOLOG * Page 5
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file drewer &od after they are checked they
are placed in another cabinet. In this par~
tially automated office, we can see that phy-
sical locatlons are still quite importamr. It
is interesting, however, to consider what will
happen if analog tapes are no longer the form
in which work comes to the transcriber, and he
gets his work In digital form, stored in com
puter files. How, then, can we help him and
his supervisor keep track of where he is, and
of who iLs doing what?

I suspect that one good way to understand

what is going on in an office is to ask thisg
question: What are the key OBJECTS around
which the action seems to take place, and

where do the workers go to get them?

They may be computer files, and workers may
access them at CRT terminals or through listc-
ings. They may be hardcopy documents, stored
in folders or drawers. They may be punched
cards (as in the Payroll process) or magnetic
tape reels (as in the transcription shop). 1In
almoat every office, however, we can meke
senae out of the seeming complexity by looking
for the small set of bpasic kinds of OBJECTS
that lie at the center of everyone's work,

Another key question is "How does work get
organized?" How do workers find out gbout and
keep track of what is anext on the agenda?

A third key question 1is "How do workers
coordinate their efforta?” The answers Lo
these last two questiona often alse invelve
QOBJECTS and LOCATIONS-~loga, folders,
counters, tables, piles, duty rosters, etc.--
as well as meetings, discussions, and other
less formal mechanisms. When we attempt to

automate 4 manual or partially sautomated pro-
cedure, we must be certain that we fully
understand the objects and locations that are

central to the work as the workers esee it. 1If
we do not preserve the essentials of thege
objects, locations, and relationshipa in the
new syatem, the job will cesae to make sensge
to the workers in the office, and accuracy and
productivicy will guffer.

I don't want any reader to think I am argu-
ing that office procedures should stay the
aame, ocr that the apecific ways the work of an
office 1is NOW organized must be preserved in
every detail sfter automation. What I am urg-
ing ia that we understand how the present sys-
tem really works so that we can ensure Lhat
the new syatem includes provisiona for the
coordination, data flow, recordkeeping, and
teawwork that the present aystem depende on.
In fact, we should underatand the present
workings of our office 80 well that we can
design a new system which will IMPROVE on the

existing objects and locationa that keep the
office ticking. If we don't understand the
pregent syatem, how can we axpect to improve
an it?

Up until recently, we hbhave naver really
tried to automate all or moat of what gees on
in an office. Automation . has usually con~
sisted in running a computer program or uging
machine procedures to carry out Bcattered
tasks at various peints in the day's or week's
work of the office. If we did a poor job of
software degign from a human factors point of
view, it may have inconvenienced a limited set
of users &nd degraded the performance of cne
set of taska. Everything else in the office
could srill get done, thanks to the routine
human context {procedures, habite, conventions
regarding familiar OBJECTS and LOCATIONS) that
we took for granted as a background to the
machine procedures, aand independent of them.
Now, however, we ares considering automating
much, 1if mnot all, of what everyone in the
office does, every day, week in and week out.

That will involve changing the informal ways
of doing things, and replacing them with
automated procedures which we must design.

Mietakes in human Factors design will now have
the potential of gerioualy disrupting the com—
munication, accountability, and teamwork
throughout all the work in an office., We can
no longer a&fford to take for granted or ignore
any of the activitiea that go on in the office
and keep things running smoothly.

Nov 82 * CRYPTOLOG * Page 6
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echnology is creating new challenges

to COMSEC. Microcomputers, packet-
switching, growth in data terminals,

etc., are stimulating new require-

(u) ments and applications for which the
line between communications and COMSEC is vir-
tually nonexistent, Traditionally, COMSEC
equipment has been viewed by communicators as
an individual component--gseparate from the
communications system for which it is intended
to provide security. This view is changing—
given today's technology. This paper provides
an overview of selected technological advances
within the past decade that are having a
definitive impact on the way COMSEC hardware
and software are designed, produced, and
implemented into a data communications system.

f&¥ The single, most significant, recent
advance 1in technology has ungquestionably been
the introduction of integrated semiconductor
devices. It took several decades—-through the
1950's~-to optimize vacuum tube technology.
At gbout the time that miniature vacuum tube
technology was being optimized, the transistor
was commercially introduced. Transistor tech-
nology was a breakthrough, but there was a lot
of skepticism about the transistor's ability
to replace the vacuum tube. The skeptics were
proved wrong by the rapid growth and applica-
tion of transistor technology. The tremendous
auccess of the transistor seems to have led to
its own self-demise; the transistor stimulated
new research which, by the early 1970's, led
to the commercial availability of the semicon-
ductor "chip." The chip demonstrated that
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trangistors
with

geveral
produced—--each

can be gimultanecusly
practically identical

characteristics--on a common slab of ailicon
about cne s8quare centimeter in size. During
the 1970's the chip's silicon real eastate

became priceless.  New manufacturing processes
permitted the production of chips with the
equivalent of hundreds of transistore. This
large acale  integrated (L3I) technology
evolved into very large scale integrated
(VLSI) technology (10,000 transistors) and we
will sgoon see chips with the equivalent of
100,000 transistors,

—{e¥—Becguse of their high religbility, low
power consumption, &nd low cost, integrated
circuits (ICs) have become readily available
and have resulted in & phenomenal growth in
data communications while creating numerous
challenges for the COMSEC community. Follow—
ing is a diacussion of some apecific and very
direct results that the chip and its impact on
communications technology are having on COM—
SEC.

4erHaany goverament agencies provide a data
communications service that includes a variety
of remote terminals in various locationa that

are engaged in interactive time-shared dialo-
guea with a host computer. 1In certain facili-
ties, a remote terminal on which clagsified

work is to be performed must be located within
8 vaulted room, Such installations are very
expensive, entail a lead time on the order of
years, and require an allocation of substan-
tial floorspace for the purpose. The electri-
cal connections between many classified termi-

nals and hosts is achieved via protected wire-
line distribution systems (PWDS); these are
very costly and often difficult to implement.
The above probleme, currently tolerated in
many government agencies, are being further
aggravated by the continued growth and use of

data terminals. The proliferation of data
terminals, & spin-off effect of the 1C, will
place an increasing demand on the need for

COMSEC eguipment that is office-oriented. The
use of COMSEC in a moderately asecure office
environment (as opposed to a security vault)
will motivate novel approaches to the develop-
ment of COMSEC; the equipment will essentially
be tamperproof; it must be simple and human-
engineered to facilitate its use by adminis-
trative personnel; perhapa for the first time,
the physical appearance {i.e., color, size,
shape) of the device will be the determining
factor in its acceptance by the user.

l:‘((,?ﬁhe proliferation of data communica-
ons and computer technology has resulted in
telecommunications systems with many different
hosts and a spectrum of terminal equipments
operating at varioua speeds, line disciplines,
interfaces, and protocola. Many of these ter-
minals use American Standard Code for Informa-
tion Exchange (ASCII); many use Extended
Binary Coded Decimal Interchange Code
(EBCDIC); operational apeeds vary from 75 bps
to 19.2 Kbps. Compounding this problem is the
wide spectrum of network architectures that
‘are used to comnect terminals and hosts. Far
example:

’ “IBM's System Network Architecture (SNA)
uses the character-oriented Binary Syn-—
chronous Communications (BSC) protocol;

’ Digital Equipment Corporation (DEC) uses
its Digital Data Communications Message
Protocol (DDCMP) for all network link con-
trol;

’ Advanced Data Communications Control Pro-
cedures  (ADCCP) has -been mandated by
Federal Standard 1003 for use on govern-
went purchases of asynchronous data commun-
ications equipment;

’ CCITT recommendation X.25 identifies the
high-level data link control (EDLC) proto-
col as a standard for use between a termi-
nal and a host.

Many more examples can be cited. All of this
has resulted in a COMSEC requirement to pro—
vide crypto-equipment with a high degree of
flexibility a0 a variety of terminals, can
exchange data over different types of communi—
cations channels and operate with different
line praotaocols.

Wov 82 * CRYPTOLOG * Page 8




DOCID: 4009855

P

S T

);m(

,957/ Currently, end-to-end security is
achieved wvia link encryption along the trans-
mission path and the manual processing of
plaintext by cleared personnel at intermediate
switching/communications centers, This con-
cept is costly in terms of providing the
intermediate personnel with system-high clear-
ances and has the disadvantage of exposing all
traffic to personnel without a "need to know."
The latter has been expressed by many communi-
cators 88 a serious concern with the potential
for compromise and/or mishandling of classi-
fied traffic. The military departments have
expreasged a similar concern regarding the cost
and time required to grant system-high clear-
ances to such a large number of maintenance
and operational personnel. The problem can be
expected to become more critical as the need
for and use of long-haul communications con-
tinuea to increase. The only practical way to
regolve these problems is through the imple-
mentation of end-to-end encryption. Thus, a
COMSEC objective is to provide the capability
to encrypt data at its source and decrypt it
at the intended destination. This is a signi-
ficant departure from the current use of bulk
encryption on a link-by-link basis.

,P§T’Current and projected growth in the use
of telecommunications services and equipment
ia creating a comparable growth in the need of
COMSEC  equipment. Each piece of crypto-
equipment that is fielded requires the essen-
tial key wmanagement support: key generation,
key distribution, and key implementation.
Existing key management concepta 4are very
manpower-intensive and depend upon a trusted
distribution system as well as highly skilled
personnel for implementation. Thus, existing
concepts are not adequate to meet the increas-
ing demand for key distribution and implemen-
tation, This problem is compounded when one
considers end-to-end encryption in & common—
ugser network, The latter requires a unique
key between each source and destination--a
nearly iwmpossible situation with current con-
cepts. A COMSEC objective is to provide a
means to achieve automatic remote key genera-
tion, distribution, and implementation; com=
plementary objectives are personal authentica-
tion and access control.

e growth of packet-switching technol-
ogy has resulted in numerous communications
networke using ‘this technology. The many
advantages of packet-switching networks
(speed, flexibility, economy) over classical
store and forward networks clearly forecast a
continuipg trend toward use of packet-
switching technology. Packet awitching will
add further impetus to the requirement for
end-to-end encryption and will likely result
in the need for a communications network sup-

porting multilevel user access-—two concepta
that ere not readily achievable with NSA's
existing inventory or COMSEC equipment. In
addition, packet-switching has introduced new
transmission and terminal-oriented communica-
tion protocols. These protocols~-Transmission
Control Protocol (TICP), Internet Protocol
(IP), and Terminal Handling Protocol (THP)--
will become the DoD standards for packet-
switched networks. There is & need to provide
communications security on an end-to-end basis
for packet-switched networks; a COMSEC objec-
tive 1s to ensure compatibility with the new
DoD standard protocals for packet-switching.
This 1is not an easy task since the standards
are still evolving and, furthermore, the DoD
protocols are not totally compatible with the
International Standards _Organization  (IS0)
scheme for protocol layering. This is
noteworthy since, if present trends continue,
the DoD standards will be at variance with the
widely accepted IS0 =tandards. The latter
presents a real dilemma to the COMSEC planner
and designer. Related issues are determioning
what levels in a hierarchical protocol acheme
are optimal for performing COMSEC functions

(e.g., encryption, key distribution, authenti-

cation) and to what extent the latter is con—
sidered to be classified information.

D practice, most applications entail
multichannel networks wherein a central com-
puter exchanges messages and data with some
number of remotely located terminals. In such
configurations, with N remote terminals in
operation, 2N key generators are required (one
at each end of each 1link). This situation
results in a large number of key generators at
the host computer location with a correspond-
ing increase in the probability of failure,
high cost, more power consumption, floorapace,
etc. The situation will worsean as the demand
for data communicationa sgervices increases.
There is a COMSEC requirement to provide
time~division multiplexing of the COMSEC func-—
tions over N input/output channels such that N
remote terminals can securely interact with a
central computer, thereby requiring only N+l
key generators, The cryptoconcentrator must
be capable of providing link or end-to-end
encryption and must be compatible with
packet-switched networks.

,;457’?he use of microprocessors and micro-
computers in crypto-equipment is becoming per-
vagive, In addition to control and I/0 func-
tiona, wmicrocomputers are now being imple=-
mented in crypto-equipments to perform the
actual data encryption, This use of microcom-
puters is referred to as "software encryp-
tion." Software encryption is vastly easier
to implement than classical hardware encryp-
tion. Although slower in throughput speed, it

Nov 82 * CRYPTOLOG * Page 9
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is alao vaatly cheaper. A typical eight-bit
microcomputer can be purchased, in quantities,
for lesa than $5.00 each. A computer program~
mer can program the PHALANX algorithm in a few
hours., It would be impossible to accomplish
the game in hardware using discrete com-
ponents. There are definite benefits to
saoftware encryption; however, there is also
the potential for serious risk., Consider the
Foliowing software-versus-hardware approaches
to achieving a simple, logical "OR" function.

@ The hardware approach consists of discrete
components—-two diodes and a transistor--=
that are tangible,

@ The software approach consists of some
lines of code written by & programmer and
executed by the microcomputer to achieve
the same ead result. ’
€ hardware "OR" is physically real
and hence easily evaluated; the software "OR",
although  functicnally  identical to the
hardware "OR", cannot be  empirically
evaluated~-at least not on a component basis
a8 the hardware "OR" can. This situation has
created aserious concern (in particular, the

Logical OR Operation ; A ;
Trojan horse attack ) and is changing the way

C=A+B 7 A y :
COMSEC is being evaluated. The duplication of
all crypto Ychip" hardware and software is
often vequired as a means to detect failures
C and programming errorg; to alleviate the pro-
bability of a Trojan horse, it has been recom—
A " mended cthat COMSEC contractors be selectively
required to submit to polygraph tesgting.
B f/LBd’ks atated above, the ugse of micres in
cfypto-equipment extends beyond the encryption
i function. The /0 features of a key generator
- are greatly enhanced through the application
of microprocessors. Microprocessors andfor
microcomputers wmay be used in a key generatar
) ] to accomplish a wmultitude of communications
(a) hardware implementation Functions:
® TDM multiplexing:
@® protocol conversion;
@ peripheral interfacing:
L RI. A @ wodulation/demodulation;
E
L R2, B : .
@ <speed conversion, etc.
OR Rl, R2
ST Rl, ¢

As & regult of their availability, low cost,
and eagse of implementation, there is a growing
tendency to employ microcomputers to couple
many communications requirements with COMSEG
requirements. This concept is received quite
favorably by COMSEC users although it raises
an institutional question within NSA: How far

(b} software implementation
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does NSA go (i.e,, where is the line drawn
between communications and  COMSEC})? Two
things seem clear; first, the concept of cou-

pling selected communications functions with
COMSEC is beneficial, from 2 system engineer—
ing atandpoint, to the COMSEC user as well as
to NSA; second, NSA will inevitably be satis-
fying more communications functions than in
the past.

~45T Cryptography in the user's terminal is
an area that will receive close scrutiny in
the near future. As the cost of data termi-
nals decreases, new applications will continue
to surface. The low cost, convenience, and
operational efficiencies associated with the
use of data terminals will bear sgimilar
demends on the GOMSEC required to secure these
terminals., Future COMSEC will be sgubject to
the constraints of the office environment and,
hence, there will be a natural tendency to

make the COMSEC tramnsparent to both the user
and his envirooment. The concept of an
integrated cryptomodule (CM) is operationally

attractive; however, it poses numerous chal-
lenges to the COMSEC designer and evaluator,

Application of am integrated CM is aure to
extend beyond data terminals. Requirements
have already been identified for implementing

a CM in a bus interface unit {BIU) used in
local area networks.

he doctrine required to support the
use of COMSEC in an office environment will be
critical. The wide variance in applications
will wake it difficult to assess the threats
and vulnerabilities of each application.. The
extent to whicB tamper detection meagures
{e.g., QUADRANT “) alleviate physical security
concerns has yet to be determined. In any
event, COMSEC doctrine will be relied on—-more
in the future than in the past-—to fill any
uncertainty voids inherent in COMSEC hardware,
Establighed doctrine and policy with regard to
handling and use of cryptomaterial will have
to be revised since electronic key generation

and distribution will intraoduce new opera-
tional concepts and procedures. Because of
the retentivity charactaristics of EPROMs
(Erasable Programmsble Read Only Memory),
their very use in COMSEC applications has
already caused sericus concerns. The advent

of end~to-end encryption in & ¢common-user net-
work will necessitate new doctrine and stan-
dards to minimize wvulnerabilities asasociated
with wuser authentication, access control, and
trusted systems. The use of electronic igni-
tion key devices and/or personal passwords
will become standard featuree for future
crypto-equipment.  Among the most interesting
challenges in the area of threat sgsessment is
the use of public encryption. DES, now avail-
able to the casual buyer on a single chip,
presents an economically attractive means of
echieving communications ‘'privacy” and com-

partmentation. New policies and supperting
doctrine are required to define the extent to
which DES may be used for privacy protection
in & secure communications environment.

COMSEC standards and evaluations will
become increasingly oriented toward communica-
tions functions. The use of wmicroprocessors
and microcomputers in cryptosystems will
necesgitate new evaluation techniques. The
ugse of software encryption is among the mogt
significant challenges to the evaluators since
the circuitry within a micro (and hence, the
evaluation of that circuitry) is not accessi-
ble. The need to verify and validate software
will become critical. Added emphasis will be
placed on software evaluation. COMSEC will
have to be evaluated not only as a cryptosys-
tem, but to & much larger extent than at
present, as an element within a communications
network.

e}ﬂﬂfThe area of COMSEC applications will
prefent major new <challenges. The job of
defining and interpreting user's requirements-—
-—with a wide spectrum of communications
applicationg--will be formidable. The COMSEC
user is demanding. He wants a secure device
that is operationally transparent, has a mul-
titude of communications features, a highly
flexible interface capability and, as usual,
low coat. These demands will have to be pur-
sued with gome sense of urgency so as to dam-
pen any user tendency to seek "interim" solu-
tions (e.g., DES) in lieu of high-grade cryp-
tography. The broader task at hand is one of
grasping the scope of the user's changing
requirements and to coaledce these require-
ments with evolving COMSEC doctrine and stan—
dards. The user's acceptance criteria (opera-
tionally oriented) are different from
{although not wusually inconsistent with) the
acceptance criteria defined by NSA which are
naturally security-oriented. Both sets of
criteria have to be addressed with little room
for trade-offs in some cases. 1In the final
analysis, however, it is the COMSEC wuser who
determines the extent to which a ¢ryptosystem
will be categorized as successful.

1. "™rojan horse" refers te a ploy whereby
a programmer hides within a legitimate,
often-used program some additional code com-
pletely unrelated to the documented function
of thet program, That code, for instance,
might search the storage system for data to
which the programmer has no access.

refers to a variety of
techniques wused to
tampering with a

2. "“QUADRANT"
hardware and goftware
detect the unauthorized
crypto—-equipment.
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n beginning this paper, I must state
for the gake of clarity that I am

not concerned with fndividual
linguists 80 much as I am with the
(u) career of languages. The fileld of

languages 13 not static but 18 susceptible to
progress or regression. Whether or not {1t
does progress depends upon the relatively few
who can provide it leadership. It f{s my con-
viction that
the language field does tend to loae a signi-
ficant number of its potentially most valuable
menbers and does not make full wuse of those
who remain in the field.

(U) In counsidering a career field or pro-

feasion, attention should be given to all the
factors that meke up a career. When given a
choice, people npormally select and remain in

those fields that offer money, security, pres—

tige, individual recognition, wvariety of
experience, and opportunity for personal
growth.

(U) So far as
linguists  very
salaries offered

money goes, NSA pays 1ts
well in comparison with
traoslators, 1interpreters,

as it 1s presently constituted,

J)’;’
¢ 2
] ;E)

rAREE ]
[

Muddlingy

“€-This article 1s reprinted from the
November 1972 issue of the Quarterly Re-
view for Linguists (QRL). The author was
a highly respected linguist, bookbreaker,

| supervisor, and staff member in G Group
and 1ts predecessors. He also served as
President of the Crypto-Linguistic Associ-
ation (CLA) and as the founder and editor
of Reyword during his Agency career, which
ended with his retirement in 1973. He is
now living in Tucson, Arizona, where he is
doing biblical research.

and teachers by other national and interna-
tional organizations. Statistically it also
offers a fair salary for linguists in compari-
son to that offered other technical fields in

NSA. Job securlty has rarely been a factor
with us.
(U) It might be stated at this polat that

1f NSA's language needs could be met silmply by
producing translators, transcribers, and cryp-
tolinguista, we probably would need to do no
more than we are doing now. 1 don’t think
that our needs can be met by producing just
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the techniciana described and if we want to
get enough of the right kinds of people to
stay in the field, one way to do 1t 1is to
recognize where we have to offer more, as I
shall discuss later.

(U) Prestige is a far lesa concrete matter
than money, but generally it can be estimated
by the hierarchical level at which a person’s
counsel {s sought and by the frequency with
which it 1s requested. ' In estimating the
prestige that accrues to linguists, the fol-
lowing queations might be helpful. Do practi-
tioners 4in the field participete in planning
or decision making at branch, division, or
office level? Are they kept aware of opera-
tional plans and programs? Are they consulted
by their managers on declisions regarding their
particular field or production in general?
Are their professional opinions regarded as
authoritative? 1In my experlence, the anawer
to these questions is frequently, and within
certain areas, generally negative.

(U) One reason for this situetion is that a
number of linguists have narrowed thelr view
of intelligence production to the problems of
language and have failed to see the relation-
ship between thelr field and the rest of the
Agency or to accord other operations their
proper importance. In addition, only a few
have ever phrased the problems of language
processing in objective language that would

- make them accessible to nonlinguists.

{(U) These comments are not made to belittle
the sapecialist or his contribution, but to
point out the result, that the nonlinguist
manager wmay often regard linguists as narrow,
impractical people and feel that even in the
management of language problems, he can more
safely rely on the advice of common-sense peo-
ple outside the field. What 18 often hardest
for the linguist to bear 1s that the intelli-
gence analyst, teco, may come to feel that in
substantive questiona, his opinion on the
meanings of a text 18 more 1likely tao be
correct than 1s that of the person who trans-
lated it.

{U) There is no guick way of insuring the
field prestige, but it can acquire it 1if the
practitioners develop a wider view of their

work, ite place in SIGINT, and apply their
knowledge. Specifically I would suggest the
following:

As intelligence
[ ot g

producers, linguists
should have a professional’s knowledge of
the intelligence field as it affects them;
i.e., who their customers are, how their
product is used, what requirements are,
and how they are used and generated.

They should have a thorough understanding
of the support functicns that linguists
must perform for traffic analysts, crypt-
analyste, collection, and ELINT. To be
able to function properly aa profesalon-
als, they must also acquire a fairly
detallled understanding of various aspect
of communications and cryptography.

‘:ZEF’ Linguists should also have a professional

view of their own field--the linguist’s
various functions in production; research
needs; training problems; the problems of
flield reporting; requirements of the Ser-
vice Cryptologic Agencles” linguiats.

(U) This knowledge i1s not something that
can be instilled all at once into any given
linguist, but it represents a basis for train-
ing of the professional.

=89 For most linguists coming into produc-
tion, a career gseems to consist of ten years
translating and ten-plus working at the
checker‘s desk. The field does, 1in fact, con-
tain a variety of jobs, but they are poorly
publicized. About two thirde of the senior
linguists in G Group have worked In two or
more languages. Almost all have worked on a
variety of problems: tramslartion, reporting,
eryptelinguistics, and others. There are,
outside of production, jobs In teaching, as
well as linguistic gnd cryptolinguistic

research to which some 1linguists should be
able to aspire. There are language staff
groups 1in two of the G offices. Opportunities

for overseas assignments exist in some areas.

£&6)-The varieties of work should be made
known to all beginning linguista. It would be
degirable also to state the qualifications for
the jobs in order to try to ilnspire some com-
petition for them. Because there is no
clearly enunclated public statement of the
training and experience required for various
positions, there 1s not much that an indivi-
dual can do to direct hils own career.
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{U) The possibiliry of making a recogniz-
able persaonsl contriburion seems denied the
linguist to a rather coosiderable degree,
since by the nature of much of his work, the
quantity and quality of his achievements are
visible only to his iemediste supacvisor. The
room for persomal cootributions, however, is
wuch greater than is at firet apparent.
problem is that beceuse of the peculiar igola-
tion in which they have often worked, the
linguists have rarely been led to chink in
terms of the needs of their field, where the
contributions are needed.” Another difficulty
was posed by the fact that until recently
there were few means for acquainting the rank
and file with developments in the field, so
that they might become aware of the peeds,
themselves.

(U) If a profession or career field 1is to
advance, 1t mueat afford opportunity for imno-
vative and exploring intellects. One of the
reasons we logse linguists to management is not
only that certain linguists want to get out of
the fleld, but that their superiors see a more
productive used of their talents in adeinis-
tration than in languages. A given linguiat
may be able to improve his ekilla s¢ that he
can do ae much as two or three other employ-
eed, but his division chief wmay recoganize that
he has the vigiom to improve the output of the
whole organization. Unless the field of
languages can offer asuch people room for
action of comparable scope i{n the profesaion,
it will lose them and the progress they might
bring to the field.

.

}&n{G} The cost of not providing opportunities

~fbr the c¢reative linguist eumployse in his
field is easy to delineate. It was lonog
recognized that relying on experlence as a

teacher, we needed years to produce a good
CMIRT linguist, even in a wall-known language
such as Spanish, but an on-the-job course
prepared by an expert was not developed unt{l
the m1d-60"s. It was alec well knowo that
continuing effort was required to keep up with
contemporary language, but no serious work wes
undertaken until the ipntroduction of the CAM~
INO Spanish Language File in 1966.

{U) The significant point of those advances
is that they were made by linguists of unusual
talent who had created their own jobs. If we
are content Lo wait another twenty years for
aome o0f our other language problems to be
solved, we can proceed in the accustomed
manner, directing all efforte to oproduciog
desk linguists and relying on some few of them

The.

to work themselves loose at some uncertain
date for work of a broader scope.

() The more direct approach is to recog-
nize that we have a continuing need for inven-
tive, practical, and |Dbroadly experienced
linguiats for developmental work and oot osly
create places for them, but ineure that thess
places offer sufficient rewards to draw the
right people and keep the places filled, also
with the right people.

1. Some specific examples rucently uacovered

are:

W a good, existing reference grammar
requires 1indexing before it can be used
effrctively;

L aspecially prepared training tapes are

needed for new transcribers;

# wmore effective means of training service
transcribers may bde poseible by proper
application of phonetic theory;

] grammars of COMINT language and usage
need to be prepared in several languages;

&  advanced on-the-job instruction needs to
~be developed in the abesnce of formal
courses;

* more and new material neede to be assam—
expedite

bled to
linguistao

training of new
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AN OLD TIMER
IS ONE WHO... (U)

by W. P. Meyer, TS

emembers when there were two Marine
guards at the escalator¥in ¢He mid-
dle of the Operations Building, one
at the bottom of the stairs and one
at the top of the second floor.

Remembers when the Headquarters Building
was being built and the rumors said it was
going to be reserved for all of the M organi-
zations.

Remembers the rumor that NSA was going to
be split in half, one part moving to Califor-
nia and the other to North Carolina, i.e., NSA
East, and NSA West.

Remembers when there were 8o many rumors
concerning anything and everything at NSA that
someone said they were going to build a hotel
on the Baltimore-Washington Parkway to house
the "roomers," and so they built Colony 7.

Remembers when the copying machines used
tulip-imprinted paper so you could tell the
reproduction sheet from the original copy.

Remembers that when the IRC {Information
Research Center) Building was built it was not
meant for human occupancy. It was originally
called the "SMSB" (Sensitive Material Storage
Building). When the heat and humidity reached
a certain point, everyone was excused to
leave. Of course, if you were in a carpool
with people from the Operations Building, you
couldn’t leave to go home anyway.

.

Remembers when a bored Marine c¢limbed the
microwave tower 1in front of the IRC Building
one night and put up a Nazi flag, and it took
the Post Engineers a week to bring it down.

Remembers when the old CREF (Central Refer=—
ence) moved to the IRC Building, and no one
used the library again. Every office began to
build wup its own collection of books. Infor-
mation is so fragmented now that no one knows
where anything is anymore.

Remembers when R wanted to build their own
building near College Park and establish their
own collection of books; here it is 20 years
later and they have their own buildings, only
they are called FANX-ITI and FANX-III, and
their library is the FANX Library.

Remembers when NSA had no flagpole in front
of the Operations Building. When Admiral
Frost arrived, he stated that NSA was a ship
and he needed to fly his personal flag so that
the public would know that he was aboard.

I am not "really" an old timer. I did
attend the U.S. Army Signal Corps School at
Fort Monmouth, New Jersey: I did have an MOS
805 (Cryptographic Technician) but T did not
start to work at NSA until 1958. A "real" old
timer is one who was at NSS (Naval Security
Station) or at AHS (Arlington Hall Station),
or even the old Munitions Building. You
should hear the stories they can tell--and I
hope they will.
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SIGINT: 1990 (U)

PART 3

by

P13

COMPUTER COMMUNICATIONS STETEME

——piecfffljs computere become more cightly
imtegratead ioto. telecom ook the central
problems fecing SIGINT will hbecoms what to
target and how. The most useful data, from an
intelligence or & SLCINT wviewpoint, maoy he
residant inp the system in 4 computer mamory,
rather then passing over § communication chan—
el . SIGINT, fnatead of waicing for data to
be tramemitted and then passively collecting
snd  puploiting them, will hswe Eo penetTsbo
into Ehe nets, fiopd what is there, ond extract
ic.

TS Feveral points, which are obvicos
erulsme, wnat be borpe in mind, It is fairly
waay and cheap nowadays £o maks 4 Link secors.
This Lla ehe COMEEC Funotion, oes @lrtuslly

polved,. On the othes hand, it is very hard to
secure = whole network sgainet every possible
attwck. This Le the AETEEC problem; and pare
ef ehe MHETSEC, wls., computer asgurley, ld

sctuilly vpergatiig a8 & separabte AT E AN LZAE Lan
inpide WEA becauss LE iw o different problem

=i Ll though the sscurity role af HS4
in extending from protecting channeis Eo pra-
tecting nets, the sanalyebic role Arlll wseémd
trapped in che passive poaturs of latercepting
lirks rather than pepetratiang nets. By 1980
this will mnot be & vishle SIGINT position.

What mew problems will S1QINT howe to face
by - 19207 What do the new trends in Eech=-
nology Eell ws  about the not-so=distant
future? The suthor has adapted this srei=
cle, presented here in the third of
peveral  mamthly inetallmente, from his
presentation at a Jenuvary 1982 sesmion of
CA-105 .

This is one of the choices that moet be
and ackted an.

Eacedd
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—t5—2a8—The twe major effects of having memories around computer systems leads to a
computers integrated into the telecom nets are lot of man-machine and machine-machine data

logic and storsge. The computers can provide
services which are logically complicated, com-

pared with old-fashioned manned message
centers which were fully burdened just to
receive and pass on megsages. The modern

storage systems can provide economical central
repositories of data. Because of economics it
is still not feasible to provide immense
storage capacity at the subscriber outstation,

transfers. The total amount of storage capa-
city that is coming into the networks as on-
line memory is8 quite significant, and
currently gums Lo about 1 quadrillion bytes of
data which can be automatically accessed by
remote requests. By 1990 over [00 quadrillion
bytes of online storage are expected world-
wide, under various access cantrols. The SIG-
INT task 1is to

penetrate into this on-line
accessible, and

because big memories cost far more than tele- storage, find out what is
phones. The effect of centralizing on-line extract the useful data.
1 ! 1 ]
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Rarnd: 188 Corp, SOFTWARE COSTS FOR SYSTEM DEVELOPERS (Fig 34)
WORLDWIDE GROWTH OF : |
ONLINE COMPUTER STORAGE (Fig 33) (V) The performance requirements for the i
terminal software are not all trivial, because
(V) Two unavoidable consequences of all banking and financial services will be aup-
this storage caps#city are that: plied more and more through terminala which
not oniy give accese to cash, but to maay
[1 firet, information flow (not mere traffic other banking services, from private or public
flow} through the networks becomes very locationa, The software, firmwere, and cryp-
complicated, because data files may be tography needed to assure reliable functioning

located at dozens of differeat points as will be critical.
identical or slightly altered sets, and

(U) As an example, the major U.S. banks
[] eecond, the users are forced to think will soon be offering interstate baoking ser-
about and rely oan the storage and the vices via terminals, and extension to intecna-
stored data. - tional services is only & wmatter of time,
Bence, critical economic information, gen-
erated by network terminals, will flow through

(U) While a user can interact with a public C&C networks, replacing much of the ;
memoryless telecom system, e.g., & telephone mail and conventional financial, ahopping, and :
net, through a mechanical terminal (celephone, busioess activities,
teletype, facsimile), once the network has
memory, especially on-line storage, the user —ts=C€oAs circuit technology has improved,
needs elaborate protocols, embodied in software development has become the dowinant
software or firmware, to interpret what he factor in system cost 2nd delivery (and per-
wants to do into command sequences Lhat che formance). This software development burden
network can execute, will have the effect of "freezing” the network

services to a considerable degree, even if the
(U) The result is that in & C&C net the hardware is easlly replaced, because of the

bulk of the iovestwment ahifts from the central "learning cost” that the useras have to pay to
switch and outside plant, which connects §10 get acceas to the aystem, At the same time,
telephones, to & huge investment in software the burden of producing software will tend to
and “intelligent" termwinals which perform many freeze SIGINT methods, for the same reasons.

different functions for the network users.
Typicelly, 90 percent of the customer's
iovestment is in the terminal, aod the aggre-
gate cost of producing software or firmware
that the customeres will purchase becomes the
dominant factor in system coat and auccess,
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in the form of a 4-wire digital circuit. When
this is achieved, many new services can be
provided, leading to the ISDN (Integrated Ser-
vices Digital Network) based on 64-Kbps cir-
cuits all through the network. Thia will
allow the C&C terminals to provide point-to~
point gwitched encrypted voice, data, and fac-
aimile with wany data base services, and
interface into other message services, such as
Telex, Teletex, etc,

—TS~t) The deliberate deregulation of the
U.5. telecom market and the increasing role of
computers and software and microprocessor ter-
minals will tend to force experimentation and
innovation onto the PTT's in both industrial

and Third World countries, as powerful custo-

mers demand the procurement and introduction

. of useful and sophisticated new services, such

( User ) _Terminal ( User ) as domsats, POS terminala, E-Mail, electronic
L banking, etc. A major advantage that U.S,

"___1['—"'— : ===t suppliers have in C&C competition is the
pasamaching highly knowledgeabl b hat

(EEEEEED letarbaca (EEEEEED ghly nowledgeable  customer ase tha
] demands everything the technology can supply.

The increasing internationalization of U.S.
High Totsl business will inevitably hurry t@e gpread and
intelligence cybernation M On-line oriantsd export 'of the advanced C&C mervices and tech-
system nology into all areas of the world where those
companies operate. Many sophisticated foreign

buginess C&C nets will be SIGINT targets,
wherever they extend, and therefore the
current backward state of a poor country's
telecom plant is not a guarantee that they
will not superimpose the wmost advanced C&C
nets on top of the local plant, in the same
way that inefficient subsidized jet airlines
are superimposed as status symbols over oxcart
economies.

Communication
network

I

C:€,

Electronic switching
Paclet netwark
Digital processing
Communication control

Computar

‘]nfonnuﬁnn
processing

Transmission
of.information

! IMAGE OF C&C INTERACTION (Fig 35)"

| {U) A C&C network consists of a aumber of

! components, viz., computers, on-line atorage,

\ telecom circuits, switching, software, data
bases, terminals, wuserg, and projects - or
activities that use the C&C net. :

(U) Over the next ten years the main effort
in the industrial nations will be to establish
the IDN (integrated digital network) as an
operating entity. The object of IDN is digi-

talization of the local network and terminals

P.L. 86-36
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COMPLEXITY OF TELECOMMUNICATIONS

~{U) & century ago telecommunications con-
sisted of Morse telegraphy. In the latter
part of the 19th century telephony was added,

after gome initial resistance by the Post and
Telegraph authorities. At the turn of the
century coastal radio telegraphy was intro-
duced and gradually brought inte the network
of services, although for sowe years the Brit-
ish Post Office, for example, would not allow
the Marconi stations to have telephone or
telegraph lines, eince radio threatened their
monopoly,

(U) Gradually new services were added, many

such as safety services, mobile radio, marine
and aircraft traffic, air traffic control,
amateur, radar, broadcasting, TV trgnsmission,
facsimile, and so on.

(U) Now the capabilities of digital net-
works, with computers to carry out the details
of providing user interface and networks
access, have encouraged many new notions about
what telecommunications are, and what role
they should play in & modern natioa.

(U) The French CNET atudy for the year 2000
has formulated a large number of new services
which can be integrated into the future net-
works, A table of 64 new services has been

based on radio, to take care of special needs published in the study.
Telscommmicat loos by 2000 Sowe ssrvices for the year 2000
Fig. 36 - 64 additional new aervices
| | I B | ] i ] 1]
| TELE-ZNERGY | EUROPHONE | UNIVERSAL | TELZFINGERPRINT | TELEWORK | TELELIBRARY | TELECONFERENCE | TELEMAIL |
| | | 1pENT mADGZ | | i I | |
| Monitoriag & | Bandser B/T | | Enter without | Shifework in | Look at books, | Calar, hi=ff, | Telwcopying
| coatrol of { on & Europe~ | An elsetreuic | knocking, thaoks | your home | documents, | graphica, oo & | of the future |
| soacgy con— | wide levsl | passkey (alwo | to voice racog— | (Cf. EOUSE- | aewspapers, | Puropewida level | 1
| susption il : | mee below) | aitten { WORK) I‘ ate. ‘ | |
| 1 | | |
| | | | | | | | |
| 2-1/ TMAGES | TELEHFLP | TELECONTROL |  TELEDESIGX } TSLY BISOW™ [I WEATHERCULTIRE | TELEFILING { TELECHECKING |
| | | I 1 I
| For thoss who | Pinpoiating of | Location of | The Office of | videotex ver- | Weather fore= | To save papar | Rlectronic pay |
| want to change | dangerous | individualw | R&D io era of | sico that can | cescing in the [ -..& space. | carda |
| their potne of | sftuations | | IV sutomatton f be ussd in w | service of | (Cf. THLELIBRARY) | |
| view ] ] ] | car | agriculture ] | |
| | | | I | | I |
\ i 1 | ! ! | | 1
! TELEAMALYSIS [ VOICE PLACE- | TELEDIAGMOSTIC| TELESINULTANECDS |} BOUSEVORK |  TELEHEALTH | TELESURVELLLANCE | TELEWARNING |
| | MENT OF ORDERS | |  TRARSLATION | | | | |
| Deteccion of | | In cuse che | | With videoma- | Cowputerized | Videosurveillance | Bational nst !
| polluticn & | Mo more dfal- | alactromic | Por becter under~ | tic ssatstance | prevanrive | for varicus | for detmcring |
| toxie products | Ing; forgat { houstkeeper | mtanding betwsen | (Cf- TELEWORK) | medicine | purposes: | & waraing sbout|
| | the keybosrd! | breaks dowm | pecple | | | tamily, social, | dizenters |
] | | | | | | business ... | t
| | | | | | | 1 {
| | [ I | | ] | |
| 3 TELDAOLDING | TELEARTMATION | QUICK CALLS | TELECONPUTERS | TELZVILLAGE | 168 or IMB | TELEINFORMATION | TZLETEACEING |
| | | | | | | TELEADYICK | |
| 3-dimensional | A companion, | A guarantee [ Al) ehe computeras | A real estate | Todividual | | Zducacion )
| facsinile | & babysttter, | of short | 4n the world want | office | Genetic (or | Starting with | marches on 1
| | tha lifs of | duratioan | to lend you & haod| | Medical) | data backs or a ] ]
‘F 1 the party 1 : |i |I Badga I‘ group of expacte 'L |
| |
| Il I l | | | I i
| TELECLEANING |  TELESEARCR | TELEJUKEEOX | TELESCRIPTING | TELETAXI | TELEWEATEER | AUTOMATIC RECALL [ AUTOMATIC |
H I [ | | I ! ; | PILTERING t
| Autcmatie [ Por doing | Sooge & wusic | For the handi- | Autosataed | A real-time | Thers’s thim | |
| housaclemaing | rasasrch & | va the phone, | capped, cooverte | locatioco of | metvice | phoos wuaber thst | Freadom |
| w/centralized [ paging pecple | w/a TELE/EI-FI| the writteo word | vehiclas | I you've called | from the |
: suparvision | | veraioo } to Braille 1 I ’ (ovar & over) | telaphons |
1 | | | : | |
| | | | | | | | |
I TELEDECORATING | TELEMAINTENANCE| TELEVOTING | TELEAVAILABILITY |[TELESTOCKMARKET | TELEFROGRAMS | TELEWANT ADS | TELERESERVATLON |
| 1 | | I | | |
| A new kinatic | Remoca repaire.i Electrooic | To be celled ar | Automated | Biddiog oo | Videotex want sds | For shaws, 1
| & susical ert | System con- | democracy | recalled when | trading & deta | TV programs [ (Cf. TELESTOCKMAR-| hotels, travel.!
| ta your home | gectad to | | vanced | (Cf. TELEWART | | EET & TELESWAP) | w/automacic |
: |‘ TELEDLAGNOSTIC [| l [ ADE & TlL!SHA?'lli I‘ = PEYEODE |
| | |
| 1 I | 1 ! I 1 I
| TELECOUFLE | TELECPTDMIZING | TELEPOLLING | TELESOFIWARE | TILEPRICE LIST | TELEFORUM | TELESHAP 1 TEACHING I
| [ | | for WCRPS ] | | TERMINAL !
| Marciage by . | It will solve | See the box | To plug your Wholesalers | Meatings & | 4 macond-hand | |
| TV tachpology- | all your | above | pocket calculator [ dabates over | store in comnec-~ | Tou"ll lesrn |
| A fore of ] problema | | into the nerwork Wational | tha phone | tion with | how to use all |
| Computar= I 1 j | Computecized | | TELEWANT ADS { the aothar |
| Asafisced | | | | Retail Prxice | | { terminals |
| Design | | | [ Bervice [ | 1 |
| | | | | | | | I
| | | | | | f |
: TELEGANES I TELECOMMAND ]’ IRTERRETWORK { TELEYLEA NARXET TOH-TOM } ATTCHATIC PCV 1 THLESHOPFPIRC i TELEADTOHAT :
! Interactive ] A genersiiga- | Don’c wead | A telsautomstad Your dialing | Just what its | Videodiscatalogue | Avmy from all |
{ video gamen [ tion of the [ auything but | second-head shop, | time shortensd,| neme says | & sutomatic shop~ [ those fargway
| for coa or | automazic [ flowars..- | smployment sgency,| uming a caed | (PCY = Reverse | ping by phone | counters |
| more parsons | wake-up call ‘I | etc. 1 tha charges) I | 1
J | | 1
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CNET: NEW TELECOMMUNICATIONS SERVICES
IN 2000 (Fig 36)

(U) This tabulation expresses the signifi-
cant increase ‘in the complexity of future
telecommunications. Even marriage by telecom-
munications (see TELECOUPLE) is included in
the plan. There is so far no mention of
telenuptialg. The different services interact
to some extent. Some teleservices will be
forced onto the user, e.g., by the banks elim-
inating paper checks, or by the existing
French plan to eliminate the telephone books
throughout France in favor of small text ter-
minals which a telephone subscriber will use
to request directory service. As the teleser-
vices extend farther through the society and
economy, the PTIT's will have a much greater
policy role in determining what transactions
will occur in a nation. The recent telephone
cutoff in Poland and in the USSR, to enforce
government control, illustrates the importance
attached to controlling teleservices.

—{C=eeo>r SIGINT is familiar with the conven-
tional point-to-point communications and with
point-to-mass (broadcast) nets, but computers
now make mass—to-point nets feasible, which

collect data or sgerve a star net of sub-
scribers.
(U) Different parts of the networks will

grow at different rates; e.g., in Japan com-
puter production has grown at 20 percent,
while video tape recorder and robot production
have grown at almost 50 percent,. Facsimile,
word processing and other office information
equipment have grown at 40 percent.

(U) Both government and businesa, through

teleservices, will be able to reach out
through the telecom nets and extend an
interactive environment over time and dis-

tance. The teleservices may extend from the
exercise of police or taxing power to the
marketing of luxuries. Ownership of the
teleservices will be important, just as owner-

ship of the telecom plant also confers power.
As competitive nets, offering similar teleser-
vices, extend further, there will be greater
emphasis on controlling the flow of informa-
tion within and between nets. Encryption will
be only one of the means used to controel or
regulate access and flow.

(U) Although the French model projects the
future in terms of different services, a
rather different view of current telecommuni-
cations and media was preseated in recent
Congressional hearings about competition in
the communications industry.

THE MEDIA BUSINESS, 1981 (Fig 37)

(U) The tabulation in:;the hearing record,
which was adapted from a Harvard study,
roughly segregated the broadcast services from
the various means of delivering information.
The resulting somewhat crowded and inscrutable
chart is a testament to the difficulty of
describing the conglomerate of products, ser-
vices, channels and conteat that constitute
modern communications.

—46=666—This variety and
not matter directly to SIGINT were it not for
the fact that as the rnew networks become more
efficient; it will become a matter of economic
tecessity to supply the products and services
by electronic means. The development of E-
Mail, to compensate for the cost and delay of

postal services, and the corresponding
development of robots to answer phone calls,
place calls, and telemeter building

conditions--because of high labor costs, lack
of servants, and a consumer market for such
"“personal" services--is a further illustration
of the increasing use of electronics and
telecoms to perform social and economic func-
tions.

complexity  would

PiL. 86-36
EO 1.4.(c)

_Ls—eCBS' The "mining" of some of the

teleservice transactions would be comparable
to the vast diamond recovery operations off
the coast of South Africa, where a bulldozers
cont inuously work to push a sand dike farther
out to sea, while huge machines dig up the
exposed seafloor and screen alluvial diamonds.
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THE MEDIA BUSINESSES, 1981 Fig. 37
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THE ENVIRONMENT OF TRANSBORDER DATA FLOW ™ ™"
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The ratio of sand moved to diamonds extracted TBDF (transborder data flow) problem in a
is about 130 million to one. While some SIG~- semi-inscrutable diagram, with "encryption"
INT will continue to operate against high apparently floating freely as an environmental
grade teleservices such as dedicated military factor. In fact, encryption will be one of

and diplomatic cipher links, other SIGINT will
have to work the huge mass of low grade trans-
actions, which may be coded or encrypted in a
way that conceals their lack of value.

,Leﬁf?ut in different words, the teleser-
vices will represent the actual policies of a
nation, just as transactions and teleservices
within a small computer net embody the net
policies. 1In the course of analyzing the com-
plex networks and teleservice repertoires,
SIGINT will inevitably discover just what the
social, economic and, in many cases, security
policies of the target nation are. As poli-
cies change, teleservices will change with
them, just as the U.S. imposed peacetime cen-
sorship on international radio and cable ser-
vices in 1914, and many countries impose such
censorship on various internal and transborder
telecom services and transactions during wars
and crises nowadays.

One elementary example of the signifi-
cance of teleservices and transactions in
defining policy and status is the power
currently posseased by computer network
managers to access and change passwords,
access and rename and move files, change
access codes, and monitor or alter the actual
usage of network facilities, and even to take
the network down or change the operating sys-
tems gradually or totally without much refer-
ence to the users or even to the owners of the
nets. Their "privileged" terminals, plus
far-reaching power to change and tamper and

inspect, and to deny access or shut down,
shows how teleservices define policy and
power. In future, the power of the network

managers will be a key index of where actual
power 1in a target system is concentrated--
always an interesting fact.

(S=ec0) In capsule form, teleservices sre
the image of policy. Teletraffic is the image

of operations defined by policy. SIGINT is
the insight channel.
(S- One of the most vivid illustrations

of” the complex intertwining of telecommunica-
tions and social policy is the issue of
transborder data flow.

ENVIRONMENT OF TRANSBORDER DATA FLOW (Fig 38)

—6-660)—A Harvard study represented the

the major issues in TBDF.

——{5—-66Q). TBDF began as an endeavor in Europe
to protect certain personal data which in
several countries is protected by law from
exploitation in bordering nations. This
privacy interest gave it political power, and
the discussion gsoon turned to the more
interesting matter of controlling the power of
foreign e.g., U.S., corporations by limiting
the kinds of files and data they could send
across borders by telecommunjcations. In
France a small tax is levied on many kinds of
data exports, not for revenue purposes, but to
keep records on what is passing. The princi-
pal method for moving sensitive business files
across borders has long been to fly them by
courier as magnetic tape files, because this

is much cheaper and more accurate for subse-
quent processing on U.S.-based computers.
However, the European nations have begun to

draft regional legislation to control all
kinds of files to establish non-tariff trade
barriers and other limitations on foreign com~
panies. The Canadians have also taken a view
that TBDF represents a loss of jobs in Canada.

—£6—6665- U.S. business interests not only
want ''free flow of information," but also
claim a "right" to operate cryptographic de-
vices over transborder data channels. Most
transborder telephone lines to and from the
U.S. are leased and are used by corporations
for their internal communications.

—£3—6€6)> For the foreign governments to
impose their TBDF policies, they must have
access to the contents of the traffic passing
over their borders. Uander international law
(The International Telecommunications Conven-
tion) they have the legal power to examine any
non-government traffic that terminates in
their territory. Encryption would thwart the
power of the state. Therefore, encryption
will be.a central issue in TBDF.

> Because there are many subtle ways to
send traffic across borders (e.g., indirect
transmission to an undeclared recipient,
etc.), the PTT's and security services will
have to use their own SIGINT and intelligence
services to verify that the actual -TBDF
corresponds to their laws and policies. The
U.S. 1is one of the most important players in
the TBDF controversy, because quite a lot of
technology transfer occurs from U.S. data
basegs to foreign subscribers, and U.S.
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transnational corporations are major users of
advanced data services.

(U) One of the driving factors in telecom-
munications pand telemervices which is not
under the control of the telecom planners and
managers, 1is the market penetration of consu-
mer communications devices, such as tele-
phones, TV seta, radios, ustereos, mobile
radios, home computers, etc.

(U) As the public acquires these communica-
tion devices, the PTT’s and manufacturers and
network designers have to develop supporting
servicea to correspond to the consumer needs.
Thus, for example, microwave radio relay sta-
tions and trunk routes spread throughout the
U.S8., Europe, and the rest of the world at a
very high rate after World War II to provide a
chesp wideband channel for distribution of TV
programs. The programs were expensive to pro-
duce, compared to radio programs, and, before
videa tapes existed, had to be distributed
from central studios. There was no security
problem, so radio relay was acceptable. After
the microwave trunks were installed and func-
tioning, additional equipment was developed to
carry telephone traffic., The driving factor
was the success of the TV receiver in the
market, which created a demand for the wide-
band network.

(U) Even consumer communications reflect
commercial or governmental policies, In
Israel only black and white programs are
broadcast, to thwart sales of imported color
TV seta, because the Israeli economy cannot
stand the outflow of hard currency. At the

same time, TV sets in Israel are only allowed

to receive UHF so that the powerful Arab VHF
programs ¢annot be heard. In the U.5. the
broadcasters with good VHF frequencies have

been influential in retarding the use of UHF

and cable as a cowpeting medium,

754
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251

z
00+ Telephoue
R

Percent Penetration in U.S5. Homes

Color Televiaion
{esc.)

Over-The-Air
Television

probable
Cable Maximm
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1970 1980 1990 2000
B.L. 86-36

EO, 1.4. (c)

MARKET PENETRATION OF
CONSUMER ELECTRONICS (Fig 39)

(U) A very different implication comes from

the growth of pay-TV. This has been shown to
be a profitable way of selling certain kinds
of entertainmwent becguse the revenues are
directly connected to market success of
specific entertainment products. In order to
keep non-paying viewers out, TV encryption

systems have come into use. At present most
of them are very weak and can be circumvented,
but much better systems are under development.
In the U.S. the pay-TV distribution consists
of two parts, viz., the distribution of pro-—
gram material from a central point to local
CATV companies, &nd the further distribution
by local broadcasting., There is also a back-
ground of TVRQ small earth stations which

intercept both pay-TV and ordinary TV satel-
lite relay transmissions.
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(U) As pay-TV gains in success and is able
to sell better programs, the economic value of
TV encryption will increase. On the satellite
links it is worth while to provid® fairly
secure encryption, but the emphasis is on pro-
gram quality after decoding. In general the
voice channel will be sgecured by something
equivalent to DES. At the iocal level, qual-
ity is leas important to the supplier than
being able to defeat piracy and assuring that
all customers pay their bills. The emphasis
in encryption 18 on the command channel that
shuts gsets off if they are satolen or delin-
quent in payment.

(U) The growth of many specialized TV ser-
vices, including pay-TV, has made U.S. domsats
(domestic satellites) a profitable industry
ovgr the past two years, and three quarters of
the domsat transponders are used for TV relay.

~CT Az these new TV servicee, especially
pay-TV, spread to foreign countries as ways of
making money or raising PIT revenues, the
encryption schemes will spread with them. The
result will be that most of the foreign dom-
sats will be carrying encrypted wideband
traffic. The U.5. market study shows pay-TV
at a 40-percent penetration level by 1990.
The penetration will probably 1lag in most
foreign countries, but the wuge of wideband
encryption on TV satellite relays may gpread
faster than local TV encryption to thwart
interception or copying of national programs.

exchange of keys would defeat the marketabil-
ity of conference services, so that commercial
interests may be directly contrary to stra-
tegic interests,
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LEARNING CURVEB-FOR USERS (Fig 40)

(U) When a new technology or service is
introduced, it does not usually reach its full
development at-that point. There 1is an §-
shaped learning curve, and at the beginning
progress may be quite slow. At some point the
utility levels off.

(U).In service industries there are usually
diseconomies of scale because internal coordi-
natjon and adminiastration increase faster than
the size of the organization. One of the
schemes Eor reducing these inefficiencies is

(U} All of this will add to the burden on
SIGINT to know what is passing through the
networks, and what services are being offered,
on channels which in the past have been of no
interest at all.

(U) An additional implication is that the
development and deployment of wideband
encrypted broadcast trunks, in the TU.8. or
elgewhere, will have a gignificant strategic
impact because of the difficulty of knowing
the true purpose of the broadcast facilitieas.
At the very least, it will create more inter-
national tension and suspicion unlesa special
arrangements are made for exchange of keys on
benign entertainment links. But any such

< for the high-level people, both technical and
managerial, to uge automatic sgystems, viz,,
terminal systems, to get their work doae,

without having to expend energy in human coor-

dination and administration. Even this kind
of scheme implies a long learning time, for
individuals or organizations.

—e=CCUr The implication to SIGINT is two-
fold, In the firat place, no matter how
quickly new technologies and services are
introduced into target networks, it will take

the target users some time to learn how to use
them efficiently, or even to use them at all.
Security or political limitations way slow
down this learning even more. This creates a
theoretical opportunity for SIGINT to pick up
the target usage at an early stage, and follow
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it as the users become more proficlent and
extend the usage. However, this creates a
requirement for continuity and for slack capa-
city within rthe SIGINT system 80 that some
response to new events 1s posalble without
tearing up all the exiating operations,

From: rcg at BROWNZ MAIL BOX

Subject: shell game
To: cryptolg at barlc05

a1, E

“8-We just received a copy of the August
1982 CRYPTOLOG here at Menwith Hill Station
{(assaciation with NSA 18 CONFIDERTIAL). I
read with interest the SHELL GAME article. By
the way, I think it is a good idea to maintain

this kind of interchange. B §
- P.L. 86-36

(U 1 nts-on the ghell writ-
ten by ‘to transfer files using
cfep. I believe it a good idea to begin using
programs which request the user account name
and password when connecting to other systeams.

We all have too many shell files which place
the login line complete with password right in )
the file. The newer verston of UNIX (PWB), im
addition to including the “gather® program,
provides some new features which mey accom-
plish the same  purpose. Specifically, the
shell process now allows one to easily read

- input direct from the terminal. The ‘pump”’
comnand, implemented within the shell, allows
the user to place lnput parameters into com-—
mand lines of a called process (like cftp),
wvhere normal shell arguments ($1,...) do not
work. E

“P.L. 86-36
EC 1.4.(c]

(U) Also I might note the writer’s problem
with the 1line ‘stty -echo > /dev/ttyX". Omn
any Agency UNIX eystem, the generic device
name “/dev/tty’ way always be used to specify
the current terminal which is being used.
Thus there 18 oo need to worry about finding
one’s terminal ID to put intoc a shell.

,,,,, s T T TRLLL 86-36

SOLUTION TO NSA-CROSTIC No. 43
—6-866 In any service activity, the g
diseconomies of scale are always a peril to
competicive survival. SIGINT faces the ape-
cial hazarde that the target telecom nets are
expanding inexorably in a way that will defeat
any 8mall analytic and processing effort,
while at the same time the combination of
secret and unknown information, and technical
complexity, will force more and more internmal
coordination~~through the '"unified integrated"
centralized analytic centers. With this com-
bination of an increasing volume of data and
greater coordinatfon and decision cost per
datum, any mathematical model of the process
would explode.

"[The] Uses af Elegant Englinh,"l;:::::::]
"It was Engelbert Bumperdinck, I think,
who sang a song recently, whose lyrics are
the epltome of originality and poetic
imagery of which today’s mongwriters
can be 8o proud. ‘I‘m yours,” sang Mr.
Humperdinck, “till the stars fall from the
sky, for you and I.”"
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If you would Ilke to have

CRYPTOLOG sent directly to you...

Call

86-36

T P.L.

on x3369s.
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